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### Day 1

<table>
<thead>
<tr>
<th>Location</th>
<th>The Hub</th>
<th>The Bridge</th>
<th>The Cottage</th>
<th>The Slate</th>
<th>The Engine</th>
</tr>
</thead>
</table>

### 10:30am - 11:45am


### 12:00pm - 1:15pm

| **12:00pm - 1:15pm** | RightsCon Orientation: For First Timers and Old Hands | Lunch |

### 2:00pm - 3:45pm

| **2:00pm - 3:45pm** | Crypto Summit | What Do Privacy and Transparency Mean to You? Perspectives from the Global North and South |

### 5:15pm - 6:15pm

| **5:15pm - 6:15pm** | Combating Terrorism Online & Global Network Initiative | Net Neutrality Principles and Exceptions Center for Technology & Society at FGV |

### Post Conference End Time

| **RightsCon Party at Cloudflare (101 Townsend St at 2nd St)** |

### The Demo Room

1. The Whistle: A Human Rights Reporting Platform That Empowers Civilians and Speeds Verification, University of Cambridge
2. Implementing a Whistleblower Submission Portal in Mexico to Protect Individuals’ Data Rights, SonTusDatos
3. Publikes Connects Whistleblowers with the Media, Free Press Unlimited
4. Checkvix: Verifying Breaking News Online, Meedan
5. VidVault: Preserving Online Video As Evidence for Human Rights Practice and Journalistic Work, RightsLab
6. Hankel, a Security App for Journalists, Karisma Foundation
7. Bridging the Gap Between Circumvention Tool Developers and Civil Society, ASL 19
8. Whoever Tells the Best Story Wins — Media Techniques to Advance Advocacy and Litigation, New Media Advocacy Project

### Wednesday, March 30, 2016

<table>
<thead>
<tr>
<th><strong>The Fireside</strong></th>
<th>The Fishbowl</th>
<th>The Nest</th>
<th>The Lab</th>
<th>The Demo Room</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Opening Ceremony</strong></td>
<td>Shining a Light on Trade Agreements and Closed-Door Digital Partnerships</td>
<td>Inside the Mind of a Venture Capitalist</td>
<td>Enough Talk About the Problem, What’s the Solution?</td>
<td>A Human Rights Approach to Cybersecurity: Tech Demos and Lightning Talks</td>
</tr>
<tr>
<td><strong>1:15pm - 2:30pm</strong></td>
<td>NetAidKit — User-Friendly VPN &amp; Tor Router</td>
<td>Assessing Terms of Service Compliance with Human Rights Standards</td>
<td>Blogging Ideology: Consequences of Religious Expression in South Asia</td>
<td>The Best Story Wins; Circumvention for Civil Society</td>
</tr>
<tr>
<td><strong>3:00pm - 4:15pm</strong></td>
<td>Drones, Balloons, and Self-Driving Cars: The IoT and the Future of Connectivity</td>
<td>Online Threats Against Women: Case Studies in Colombia and Costa Rica</td>
<td>Let’s Talk About Turkey</td>
<td>Mapping Digital Security on Wikipedia</td>
</tr>
<tr>
<td><strong>4:15pm - 5:30pm</strong></td>
<td>Addressing Extremism Online Google</td>
<td>Iron Deal and the Future of Tech Sanctions</td>
<td>Let's Talk About Turkey</td>
<td>It’s a Cat and Mouse Game: Tech Demos for Security</td>
</tr>
<tr>
<td><strong>5:30pm - 6:45pm</strong></td>
<td>Ranking Tech Companies: Software, Devices, and Networking Equipment</td>
<td>Ranking Digital Rights</td>
<td>Data Protection South: Towards an Enforcement Framework INTERNETLAB</td>
<td>Rapid Response to Support Victims of Phishing &amp; Malware Attacks ASL19</td>
</tr>
<tr>
<td><strong>6:45pm - 8:00pm</strong></td>
<td>Combating Terrorism Online &amp; Global Network Initiative</td>
<td>Net Neutrality Principles and Exceptions Center for Technology &amp; Society at FGV</td>
<td>Let’s Talk About Turkey</td>
<td>RightsCon Party at Cloudflare (101 Townsend St at 2nd St)</td>
</tr>
</tbody>
</table>

### The Demo Room

1. Decentralizing the Internet, FreedomBox Foundation
2. NetAidKit — User-Friendly VPN & Tor Router, Free Press Unlimited
4. Subgraph OS: Adversary Resistant Computing, Subgraph
5. Creating Private Cloud Sharers with uProxy, Jigsaw
6. Let’s Encrypt the Entire Web, EFF
8. Whoever Tells the Best Story Wins — Media Techniques to Advance Advocacy and Litigation, New Media Advocacy Project
10. Software Hygiene: A New Paradigm to Achieve Malware-Free Operations, Kreisentechnik
You Gotta Fight for Your Right... to Edit, Wikimedia Foundation
Administrative Censorship Online: Necessary Evil? Korea Internet Transparency Report Project
The Invisible Hand of the Censorship Troll, R3D
Is the Hyperlink at Risk? OpenMedia
And Then They Came For Us: Defending Technologists from Human Rights Abuses, EFF
IranCubator: Sparking Iran’s CivicTech Sector, United for Iran
Online Rights, Online Duties? Harvard University
What We Talk About When We Talk About Digital Interseactionality, Derechos Digitales
Beyond Petitions: The Next Generation of Online Civic Participation, Perennial Software
Ushahidi: Online Crowdsourcing of Human Rights Reporting
Civil society engagement toward the OECD Ministerial Meeting on Digital Economy in Mexico 2016, EPIC/CSISAC, Public Knowledge
Reinforce Alternative Media in Brazil: The Successful Case of Collaborative Coverage by the Youth, Internet Without Borders
Digital Rights in Civil Society
Censorship by Proxy — Making Intermediaries Liable for Internet Cleanse, Nanjira Sambuli
Local Color: Harnessing Art to Articulate and Confront Human Rights Issues, Human Rights Watch, Guernica/WNYC
Designing Consent Into Social Networks, Caroline Sinders
Hacking Politics, Democracy Earth
Building an Inclusive Community: Code of Conduct Principles and Best Practices, OTI
How One Law Turned Every Peruvian into a Target of Surveillance, Hiperderecho
How Assange Won in the UN and What It Means, Carey Shenkman
Let’s fight internet shutdowns! Tell us on Twitter using the hashtag #KeepItOn:
1. Have you ever experienced an internet shutdown — What is it like?
2. If not, what do you think would be the worst thing that could happen to you if the internet was shut off tomorrow?

The network is UCSFguest (no password)
This is a “device at ease” event. Given the large numbers, we ask that you do not overwhelm the network (e.g. using your own data plan can help). Importantly, remember to take appropriate steps to protect your device if using the public network.
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